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3.1
RAES%&MLE Content Delivery Network
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3.2
ARZAEE Content Origin—Pull
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ACK: #HIANFFRT (Acknowledge Character)

BOT: HL#s A (Robot)

CC: PkEK I (Challenge Collapsar)

CDN: WD KM% (Content Delivery Network)

CSRF: EuhiEsR{hi&E (Cross Site Request Forgery)

DDoS: A NFELi RS (Distributed Denial-of-Service)

DNS: 14 24t (Domain Name System)

DV: A4 K5% (Domain Validated)

EV: ¥ JEfZL (Extended Validated)

FIN: #&1F (Finish)

HSTS: HTTP j™#&AL4 a4t (HTTP Strict Transport Security)
HTTPS: #B X AL 54 (Hypertext Transfer Protocol Secure)
ICMP: B ERMFZHIVE S (Internet Control Message Protocol)
NTP: MZ&ESTR]HY (Network Time Protocol)

0CSP: EZIFFIRATIL (Online Certificate Status Protocol)
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OV: HZRKE (Organization Validated)

OWASP: FFiiWeb FHFEF %41 H (Open Web Application Security Project)
QUIC: HEERPuIEEE3E (Quick UDP Internet Connections)

RST: &A7 (Reset)

SSDP: fajBARRSS R ILTML (Simple Service Discovery Protocol)
SSL: 4R (Secure Sockets Layer)

SYN: [A# (Synchronization)

TCP: A&Hd=#ril (Transmission Control Protocol)

UDP: ##E#k #3i (User Datagram Protocol)

WAF: N FIFEFEP; ki% (Web Application Firewall)

XSS: BBuEHIA (Cross Site Scripting)
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6.1 HTTPS f&ETHMN

CDN J8i3# /& LR HTTPS f il e 4 3k .
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AL HTTPS W00 ] 5 4o KR iy N 258 3304 T ek 5

b)  CDN N.3ZHF HTTPS BUmsgae /1, A& amibilpkés . 0CSP Ja )/ HSTS Ja3h/ K M.

6.2 QUIC &t
CDN N 37 5 33 WX i f) QUIC 5 10), B CDN 5 5 S F5% F vmid iok QUIC 1 i)
6.3 IEPEIE

2



T/SZAS 79—2024

CDN JSiiifi /& DA R AIE P 2 22 4 R

a) CDN CRFZ R4, N EZIETEBRE S, CERED bAE. RAG. . MIBREERAE;
b)  CDN R Z AR [FZEANEF, A4 DV SSLiFF5. OV SSLiF+4. EV SSL iF+4%;

c) CDN N 37 Fridid SM2/SM3 [ %5 Sy i) SSLAES, AR I- 88Uk 2 B2k

d)  CDN B3 FRUE TN S A7 AR IE T30, N 7 7 [ 25 Sy B I A7

7 ifE)EEl
7.1 P&tk

CDNSHF 7 Vi B 2R F
a)  CDN 3CH Referer 7 Ysht, BifSCHF Referer (4 R ELFEE, LA, f2ek. MIRTAE.
24 P L3S CON H4 25, CDN REARARIE L H) Referer B4 8, XTI & )47 H 5 )
7, FREE AU, SV AR I A A A, CDN T AR
KA H, HHERRRA,
b)  CDN KRS HFIM TRRDI V3, % P S E SR TR I 75 B 4 4 S IR0, CON 45 AT R 5
kRN, ML I A DRBEHAT Vi1 o RS R DR TE IS 26 1, IR (2 P 4 B
FIP 4
7.2 IPERRER

T A RN PN 2 T 1) SR, DN SZ 4 TP RE (9 42 By a2l , Sl 5toef FH PSR 1P Ml
Vi I P S, A5 RPR B A RYR, BHESER TP @il B @, R T
a) NSCEF TP ARV H RS, RS R . B0, MIBRThAE;
b) MU EIE CDN 5 s, CDN 1 s REAR % 2 11 44 517 in) 4% 1) SR M A RO A A vy 1) TP 16
R, U5 RDRIR TP 556 1 44 U 1n) SR, JUDIR [90 U5 1) B2 085 505 IR0 SRR TP FF A SR 44 F i)
Vi 1) S, ) B4R AR AR
c)  NHF IPv4 Al IPv6 Hbdik.

7.3 IP ifEIpRSR

CDN JBSCHF IP U5 ir] PRAT, XFER 1P BT s AR R — R0 B B U7 [l B3 AT BRI, BARZESRUnF

a)  CDN Bi3CHF TP Ui RATTHRE T 5 e 5% 1l

b)  CDN N3ZHF TP U [l 4505 (1) M {EL HEAT 8 B S 1B 04

c) 24 1P U5 AIBRAIFT B, CDN 5 sSREEF XS BLAS TP [ SRAL A ] N A7 il R AT IR 4% e Gevt, B 1P
BT IS E] P PRI ] YRR BIA IRELNF,  CDN 5 AR [EDIR A S, FF 7 A bl e 15 4

d)  RiHE IPv4 I IPv6 Rtk

7.4 ULAEAZHE

CDN Bi3Z#5 HTTP Header Bt User—Agent AR M ERER, JFARHE 125 BU| E MU SEEL S [ 4% 1,
PRThL 55 TG ) 24, BARZORINT
a)  CDN NisZHF UA Vs R DI RERIIT R Ko<l s
b)  CDN REET X UA R B 1 4% B0 [P P M, SH SR ) I M o5 o
¢) YA EIE CDN 1AL, CDN BEIRA UA B, FFARYE B F1 4% B S0 I 2 7536 0] PR 5K
IR, A UA FBum b A U7 ) SEm, B IR [PRES S 35 i v 11 4% B0 ) S, U [a]
TR
8 MAEMEX
CDN SCRFA I RN T IR A A5 I 2, 5 AR R A7 IR N 7%, CDN L RE DR FRE A 25 [ AN
FET R IBARHRIN . P G A7 275 R LB P 2 TS i RO AN B

a)  CDNSZRFA R RIRBI R, S REAE [N SRR IS, PRUEA A — 2,
b)  CDN SZHF ALY m AR AR, AR AR AN SR PRI, ORIE A — 2k

3



T/SZAS 79—2024
c)  CDN STRFARZEAF B R AN, NIRESE A AL, R A I 5 P 2 Aty P9 28— 2

4,
d)  CDN SCRFMZE T s I AN B, B RE S 4 22 4 ] SEARFr i
9 REEM

9.1 KB
9.1.1 HNBEREFZERGER
CDN NA 5HE = NBLEHERGERNEE ), B NS LEH RGN A, B MHN
A S AEAE T T M S N2
9.1.2 ARFERM
CDN N5 A2 DA P 28 5 5 R oK
a) CDN ZFREN 2B =" KRGIA R E, WNHNEREHAESE. B, URERY,
b) CDN SZEFHBFERFAARY, e384 . URL. KIS fa]. i EEE R,
c) CDN CHF R B b, B FFacs O St o B, S BHeRa Anta] .
9.1.3 BHENX®EM

CDN SCHF A SCRAIE, 2] A E XS HINE, REREMRYE I A A RB BIRH R B Fr . 3C
A AR

9.2 BREAREE
9.2.1 MuhFIRETE

CDN 873 A2t LA DX ks 271 3 7 L SR

a)  CDN NE &5 SR AL 13 RN 3t 51 R T s S e 7, 2/ sl & sl (4844 . TP L&
A Ui & BEARUEIEIE R IO 8]« a6 U7 i) B 1) 5 f5 07 Il ] L A FEDIR S SAE S

b)  CDN 3¢ Frsiie 58 3 ok 51 3% 5

c)  CDN R fE S HrBEALLE LIS 0 51 3R K BA R A7 S B A

9.2.2 ifHEEE

CDN SRS IR, Ho4& CON LSS v5 Ia) H R L B RS S, BARESR W

a) CDN Ny HE, HEEREDAEYiR URL. ¥ IP. . HK IP. HAS .
Vg 7] B[] 5

b)  CDN NSZHRFRAFVI M H &, RA7 R AT AR 7 7 Bl 5 T T R oK e s

c)  CDN M Hpvf HESW, LFREdA. ma ok H &, Ratdis O gt a1
WH s

d)  CDN R 3ZFEUi I HE T .

9.2.3 HREERES

CDN 74 DA PRd I B 247 g

a)  CDN N SZRFAE4 P19 sl PRIEI Bt fblids idads A 28 (1 22475

b)  CDN BiiZ B4R ik N BRI RE ), 2RI BELE S A AN, B2 N & B 1% 5
VR 71

9.2.4 MERGIHE
CDNM.Z eI & YIS B EOR, B& ARE W, BRI X E B2 e KRG MXHEEE S

10 MKRE



T/SZAS 79—2024
10.1 RE2FF

CDN M3 #F DDoS+ WAF. BOT “Z24=Bi#7, {RFE CDN V55 A2 % KM & Uiy iR IR S S, BUARE SR
[N

a) CDN Z#F DDoS B diBhid, M AL HFMZZ DDoS BuihiBid, iLJ€ UDP Flood. SYN Flood. TCP
Flood. ICMP Flood. ACK Flood. FIN Flood. RST Flood. DNS/NTP/SSDP % i Hriti. 4%
B2, SCRENFZ DDoS Bihilpid, i€ CC Maki, SZRF HTTP H € XAFAERL#Edn HOST it ik,
User—agent dJE. referer idjE;

b)  CDN 3 HF WAF HiiBhidr, N HF web B iRA, AR HEH W Web Xk, 1 SQL yEAN. JE4%
B, XSS B&ubfIAC, CSRF E&ubigskihid, Webshell ALy FA&ZE OWASP 5E X[+ k Web
A IR T 5

¢)  CDN 3Z#F BOT Bhi#r, N SZHef R4 A 1355 BOT B, AR & 514, ME T H. NAKS.
FHE AR TUC R EZE25, AT AR SRR B B B, % User—Agent 251, HTTP ki
HTTP BIriSURFALE 5

d)  CDN SZRFZZABAH, MNARESCFEMT3 R AL E L B3 gtk

10.2 ZReHE

CDN SCFf A s, I &% I AL CDN )22 AR TR HEAT b3, BARZERINT
a)  CDN SCHRPEEMNIE X, BB, 58 &M U LIRS E
b)  CDN SCRP& @A, WEHEE. HE. Hihk.

10.3 REFRIPFR

FEZ AR EER T, CDN L2 AR 2K

a) CDN BiSCHFMIZE L 2a R, | RE WM CDN R 2D & B R N 25 RR =JNE,
T AR R IR 22 AT AR N 2% L 22 A DI 7 L At RO L BT RS E K,

b) WMD) CDN B /DFF & CSA STAR 2R Z4iAiE, FIRST & B K 45 %2 455 Jh R4 =2l
k.

1M BERE

1.1 RREEE

CDN J8i3ifi /& DA B Y578 o Bk

a) CDN BRI G /). 5] REVEE W, 2. I NEE G, LA
PRUEF U5 ) 2R 48 A HO 78 26 R AT 90%. A s A [ JHb X &2 /0 8 — A5

b)  CDN 79 st B A 1 B e b 45 Do APt BB 2K, FRUE DL INTR BE 2T+ 2270 30%. 15 i) BRI K
T 99%. B TR RSP RN T 25 R R EGERER (640K) KT T00KB/s. B (640K)
NEFERTANT 250 RS (BM) R #EGE KT 1200KB/s K3 (M) NEFERT /N T 8s.

11.2 RERS
CDN RV 42 B 55 Y5 b 2 2K
a)  CDN N 37 3¢ FH & B I =5 o5, PRAIETS 2 PN 25 AN R fin sk 22 47 LA BT TR 5
b)  CDN BERESCHREEIE T Al DX AT sy AT i 1) BE B 25 5
c)  CDN WRESZHFPR B oRmS LR, FREssa Iy mi DL iy a2 il 5
d) CDN RERESCRETT i, Feftvrm HE.

11.3 HREEM

CDN i A PA N B A LR
a)  CDN 11 Rl B RE PRAIE BRI 2 A P 58, 19 RO BHIECRIBNIK B A LR Py B IRt X. TDC 427
VFAT Y IDC L5 5 BEE) R



T/SZAS 79—2024

b) &ML IDC REfREET RISAT R AT FIME, RN B e e ARG, (REVBRIRN 24,
TG A7 N BRI 57 BT

c) CDN T i REHFE K (T Rl R PHE N, EOR RGTREME N S B IRE, BEHIERS. CPU.
WAF 855

1.4 BREITR

CDN JW3# /2 LA R SRR TU AR 2K

a) CDNNXHFFAE RS, B8E RS LG ENTTRENR, £ RE . BRX 2D STHEA AR
A, 3B T R R I R Y AT D) 4

b)  CDN N FftZ 0 RGUBER TUAY, CHF 2 AR M B R TU AR A0y, CIF R G 2 (BI85 WX 4 B T
R

c) CDN MLl RS IRIRE J1 2 /DA 20% ) T04%, A1 2 i I 555 =K .



T/SZAS 79—2024
2 % X ™|

[1] GB/T 22239-2019 {5 H %4 A M %4 S R AR FEAR TR
[2] CSA 0001-2016 Z=itE4H RER




	前言
	1　 范围
	2　 规范性引用文件
	3　 术语和定义
	3.1
	内容分发网络  Content Delivery Network
	3.2
	内容回源  Content Origin-Pull

	4　 缩略语
	5　 概述
	6　 传输安全
	6.1　 HTTPS传输协议
	6.2　 QUIC传输协议
	6.3　 证书管理

	7　 访问控制
	7.1　 防盗链
	7.2　 IP黑白名单
	7.3　 IP访问限频
	7.4　 UA黑白名单

	8　 内容防篡改
	9　 内容合规
	9.1　 内容检测
	9.1.1　 内容安全审核系统集成
	9.1.2　 内容异常检测
	9.1.3　 自定义检测

	9.2　 异常内容管理
	9.2.1　 网站列表管理
	9.2.2　 访问日志管理
	9.2.3　 快速清除缓存
	9.2.4　 监管系统对接


	10　 网络安全
	10.1　 安全防护
	10.2　 安全告警
	10.3　 安全保护等级

	11　 资源安全
	11.1　 资源覆盖
	11.2　 资源隔离
	11.3　 资源合规
	11.4　 资源冗余

	参考文献

